**信息安全工程师是网络信息时代核心重要岗位**
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信息安全工程师是全国计算机技术与软件专业技术资格（水平）考试中首次开考的中级岗位资格，是网络信息时代的核心重要岗位。为落实《中国制造2025》九项战略任务和“十三五”规划纲要、国务院《关于积极推进“互联网+”行动的指导意见》以及《关于深化制造业与互联网融合发展的指导意见》等一系列文件的有关部署要求，更好的保障服务型制造作为制造业调结构、转方式的重要路径，更好的适应“十三五”期间计算机软件行业安全快速发展需要，软考专家与部分高校教师对信息安全工程师资格考试如何更好地为行业服务进行了座谈，就网络安全发展现状、人才需求、信息安全工程师岗位职责和发展定位进行了研讨。本文摘录整理了部分内容，供参考。

当今世界，以互联网为代表的信息技术日新月异，对人类社会的发展进程产生深刻影响。互联网让世界变成“地球村”，网络空间成为与陆地、海洋、天空、太空同等重要的人类活动新领域。同时，网络安全问题也相伴而生，世界范围内侵害个人隐私、侵犯知识产权、网络犯罪等时有发生，网络监听、网络攻击、网络恐怖主义活动等成为全球公害。网络安全事关国家安全和社会稳定，事关人民群众的切身利益。

网络安全已成为信息时代国家安全的战略基石。信息化和全球化的快速发展，政治、经济、社会、军事、科学等各领域的安全问题，都与网络安全紧密关联。信息安全涉及政府、企事业单位等各行业、各组织机构和个人，事关国家安全、军事机密、社会管理、科技保护、商业利益及个人隐私等，信息安全一旦失守即带来巨大损失和严重后果。维护网络安全是促进国家发展的前提和条件。安全和发展是一体之双翼、驱动之双轮。当前，我国网络安全和信息化工作取得了显著发展成就，网民数量世界第一，已成为网络大国。网络安全日渐成为关乎全局的重大问题，信息化程度越高的行业，其信息安全工作越重要，对人才需要也越迫切。

我国现有各级政府、企事业单位和各类社会组织共两千多万家，均在不同程度上与信息安全相关，尤其政府、军队、金融、电商、学校、科研院所、高新技术企业等与信息安全关系紧密、依仗甚多。400万网站、数千万机构、近7亿网民、12亿手机用户，每天产生信息300亿条，分秒间即是海量数据，对信息安全工程师的需求迫在眉睫，人才匮乏日益成为行业发展瓶颈。

2013年数据显示，有关管理部门明确要求在国家重要信息系统中配备专职安全管理员，但仍有四成以上系统缺少专职人员，且有19.6%的关键岗位未按要求配备多人共同管理。上海社科院和上海信息安全行业协会《中国信息安全专业人才调研报告》显示，截至2013年6月我国已培养信息安全专业人才约5万人，目前信息安全专业人才缺口高达50余万，且今后5年内社会对信息安全人才的需求每年增加2万人。人才培养方面，截至2014年我国仅有103所高校设立了信息安全专业，每年毕业本科生和研究生不足1万， 2020年我国网络安全人才需求预测将超过140万。信息安全人员在单位普遍受到重视，收入较高，麦克思研究院《2015年中国毕业生就业报告》对2014届毕业生半年后收入统计显示，信息安全专业位居榜首。

国家从战略层面高度重视中国制造业的转型升级和创新发展。习近平总书记指示要按照“高端化、智能化、绿色化、服务化”的方向推进制造强国建设。为落实《中国制造2025》九项战略任务和“十三五”规划纲要、国务院《关于积极推进“互联网+”行动的指导意见》以及《关于深化制造业与互联网融合发展的指导意见》等一系列文件的有关部署要求，更好的保障服务型制造作为制造业调结构、转方式的重要路径，更好的适应“十三五”期间计算机软件行业安全快速发展需要，为国家安全和国家发展保驾护航，根据人力资源和社会保障部办公厅《关于2016年度专业技术人员资格考试计划及有关问题的通知》（人社厅发[2015]182号），在2016年下半年计算机技术与软件专业技术资格（水平）考试（以下简称计算机软件考试）中将开考信息安全工程师（中级）。通过开考信息安全工程师，推进信息安全行业人才队伍建设，弥补行业专职人员缺口，同时，也为信息安全专业技术人员和有志于从事信息安全工作人员自身不断进步扩宽职业上升通道。

计算机软件考试作为国家级的专业技术人员资格水平考试，是目前国内行业内的最具权威的资格水平考试，具有基础性、广泛性和权威性的特征。 计算机软件考试纳入全国专业技术人员职业资格证书制度的统一规划，信息安全工程师（中级）作为其中一个岗位，通过此考试并获得证书的人员，表明已具备从事相应专业岗位工作的水平和能力，用人单位可根据工作需要从获得证书的人员中择优聘任相应专业技术职务（中级对应工程师）。目前，计算机软件考试对报考人员没有学历、资历条件限制，对于非信息安全专业人员，有志于从事信息安全相关工作，可以通过参加信息安全工程师（中级）考试，评价自己的水平，同时获得由人力资源和社会保障部、工业和信息化部联合颁发的计算机技术和软件专业技术资格（水平）证书。

目前，信息安全工程师除国家职称考试外，已有的相关信息安全专业技术水平第三方认证主要包括“国际注册信息系统安全专家”(Certified Information Systems Security Professional，简称CISSP）和“注册信息安全专业人员”（Certified Information Security Professional ，简称CISP）两种。但由于CISSP和CISP对从业经验有具体要求，国内参与和通过人员很少。注册信息安全资质的共同特点都是认证培训费用较高，认证通过后需要按年缴纳年金和注册费用，同时不具备职称评定资格。除第三方认证外，还有思科安全专家认证，启明星辰的安全技术工程师（VCSE）、安全威胁防御工程师（VCSDE）和安全管理员（VCSA）等企业认证。

全国计算机技术与软件专业技术资格（水平）考试每年举行两次，信息安全工程师岗位资格考试，2016年下半年首次开考。信息安全工程师岗位职责和能力要求包括：

（1）负责信息安全管理制度制定和实施，了解国家相关法律法规和信息安全等级保护制度，具备信息系统安全的知识和技能；

（2）负责单位网络的安全规划和运行维护，掌握网络安全、系统安全的相关理论和技术，了解网络安全产品的功能，具有网络安全架构的规划能力和网络安全运行维护能力；

（3）负责单位信息系统的安全规划和运行维护，掌握流行操作系统和数据库系统的安全机制及配置，具备数据恢复和恶意软件查杀的能力；

（4）负责单位的信息安全风险管理，掌握系统脆弱性分析和漏洞分析技术，了解风险评估的流程。能够处理一般安全风险问题；

（5）负责信息安全审计，掌握信息系统安全审计的知识和技术，了解信息安全审计的相关标准；

（6）负责单位信息安全的应急处理，熟练掌握信息系统和网络安全管理软件，熟悉国家制定的突发事件应急处置过程，具备入侵检测、防火墙等网络安全设备的配置能力、安全故障诊断能力和系统恢复能力；

（7）负责单位信息安全知识普及与技术交流，具有信息安全的基本知识和能力。

信息安全工程师考试科目包括基础知识和应用技术，《信息安全工程师考试大纲》和《信息安全工程师教程》由全国计算机专业技术资格考试办公室编写，由清华大学出版社出版。有志于从事信息安全相关工作，希望了解和参与信息安全工程师资格水平考试的技术人员可以通过当地书店或有关电子商务网站上购买相关书籍，了解信息安全工程师和其他计算机软件考试内容，敬请关注中国计算机技术职业资格网[www.ruankao.org.cn](http://www.ruankao.org.cn/)，或者咨询全国软考办和当地的软考办。